
 

Privacy Policy, Version 1.0

The protection of your data is one of the most important principles of plock consulting incl. her websides
plockconsulting,com, plockconsulting.de and plock.me

With this privacy policy, we would like to inform you about the type, scope and purpose of the personal
data collected, used and processed by us. Furthermore, we would like to inform you about your rights.

 

1. Contact information

Controller:

plock consulting
Ronald Plock
Feldstr. 36a

16548 Glienicke / Nordbahn

If you want to assert your legal rights or have general questions, please contact Ronald Plock, plock
consulting, Hattwichstr. 89, D-16548 Glienicke / Nordbahn, Germany.

 

2. What data do we collect and process

a) Contract data

We collect process and store the data you provide when you order from us or get in touch with us. In
addition, we store and process data about the order and payment history.

b) Data that you store on our servers

We collect process and store the information you store yourself or send us when you use our services.
This includes also the production of backup copies in our backup systems.

c) Log data

When you visit our website or use our services, the device that you use to access the page automatically
transmits log data (connection data) to our servers. Log data includes the IP address of the device that you
use to access the website or service, the type of browser you are using, the website you have visited
beforehand, your system configuration, and the date and time.

We analyze and store IP addresses only in case of legal interests. Otherwise, the IP addresses are deleted



or made anonymous. Our provider stores your IP address when visiting our website for a maximum of 7
days to detect and ward off attacks.

d) Cookies and Pixel

We use cookies in various areas on our website.

Cookies are small identifiers that a server stores on the device that you use to access our website or our
services. They contain information that can be retrieved when accessing our services, allowing for more
efficient and better use of our services.

We use permanent and session cookies. Session cookies are deleted when you close your web browser.
Permanent cookies remain on your device until they are no longer needed to achieve their purpose and are
deleted. The cookies serve to improve our services and the use of certain features. In addition, cookies are
also used, among other things, to collect statistical information about our website, for example about the
number of visitors.

You can prevent the creation of cookies at any time by means of an appropriate setting of your Internet
browser used and thus permanently object the creation of cookies. Furthermore, cookies that have already
been created can be deleted at any time via an Internet browser or other software programs. This is
possible in all common Internet browsers. If you deactivate the creation of cookies in the Internet browser
you are using, not all functions of our website may be fully usable.

Pixel are small graphics on web pages that enable log file recording and log file analysis, which are often
used for statistical evaluations.

We do not use tracking and analysis tools.

e) Blog function

On some pages we offer our users blog functions for individual comments.

I writing a user a comment on one of our websites, the following data will be stored and published:

Comment
Date and time of comment
The Pseudonym chosen by the user

In addition the email address will be stored. We are not providing this data to 3rd party, otherwise we are
not obliged by legal authorities or in case of legal defense.

f) Social Media

We may use on our pages icons of social networks 'Facebook', 'Twitter' and "Google +". These services
are offered by the company Facebook Inc., Google Inc. and Twitter Inc. (provider) or XING.

To increase your privacy when you visit our website, the forwarders is static links that are built using
so-called "Shariff" - project. This will prevent that your data be sent already when you visit our website
on the social networks. A contact between you and the social network is only made if you actively click
on the button. Further information you will find here: 
https://www.heise.de/ct/artikel/Shariff-Social-Media-Buttons-mit-Datenschutz-2467514.html .

https://www.heise.de/ct/artikel/Shariff-Social-Media-Buttons-mit-Datenschutz-2467514.html


g) Candidate data

We process the data that you specify in the application process. This includes your name, address,
telephone and mobile numbers, email addresses and personal data arising from your application
documents.

 

3. Legal basis of the processing

We process and use your data to execute the contract and provide our services, to improve our services
and our websites and to adapt them to your needs and to provide updates and upgrades.

Article 6 I lit. a of the General Data Protection Regulation (GDPR) provides us with a legal basis for
processing operations, in which we obtain consent for a particular processing purpose. If the processing of
personal data is required to fulfil a contract, the processing is based on Article 6 I lit. b GDPR. The same
applies to processing operations that are necessary to carry out pre-contractual measures, for example in
cases of enquiries regarding our products or services. If we are subject to a legal obligation which
requires the processing of personal data, such as the fulfilment of tax obligations, the processing is based
on Article 6 I lit. c GDPR. Finally, processing operations could be based on Article 6 I lit. f GDPR.
Processing operations that are not covered by any of the aforementioned legal bases are based on this
legal basis if the processing is necessary for the protection of our legitimate interests or those of a third
party, unless the interests, fundamental rights and fundamental freedoms of the person concerned (data
subject) prevail. Such processing operations are particularly permitted because they have been
specifically mentioned by the European legislator. A legitimate interest is usually to be assumed if the
data subject is a customer of the controller.

If the processing of personal data is based on Article 6 I lit. f GDPR, our legitimate interest is conducting
our business.

We process applicant data in accordance with Article 88 GDPR in conjunction with § 26 of the Federal
Data Protection Act (BDSG, new version).

 

4. Categories of recipients

Subcontractor:

In some projects we are working with sub-contractors. Cooperation and data protection, as well as type
and amount of data are defined in project contracts created for each to the projects.

Processors:

We pass on various personal data to our processors as the controller within the scope of the processing.
We have ensured the security of your data by concluding data processing agreements. Our processors can
be divided into the following categories:

Provision of services: These include newsletter delivery, printing and shipping of invoices,



customer surveys, payment service providers, data carrier destruction
Operation of services, maintenance and upkeep of hardware and software

Collection service provider: These provide collection services for us.

We only release data to authorities and third parties in accordance with statutory provisions or a legal
title. Information may be provided to authorities on the basis of a legal regulation on security or for
prosecution purposes. Third parties will only receive information if required by law. This may be the
case, for example, in the case of a copyright infringement.

 

5. Data transmission to third countries

We do not transfer data in 3rd party countries

 

6. Duration of storage

We only process and store personal data for the period required to achieve the purpose of storage or
where required by law. As a rule, the processing purpose is achieved upon termination of your contract.

For contract data, processing will be restricted after the contract has been terminated; it will be deleted
after expiry of the statutory retention period.

Data that you enter in the application process, are stored up to six months.

 

7. Your rights

a) Right to information and confirmation

You have the right to receive free information from us at any time, as well as confirmation of your
personal data stored and a copy of this information.

b) Right to rectification

You have the right to demand the immediate correction of incorrect personal data concerning you. You
also have the right to request the completion of incomplete personal data, including by means of a
supplementary statement, taking into account the purposes of processing.

c) Rights to erasure

You have the right to have your personal data erased without delay if any of the following is true and if
processing is not required:



The personal data has been collected for such purposes or processed in a way for which it is no
longer necessary.
You revoke your consent, on which the processing was based, and any other legal basis for
processing is lacking.
You object to the processing in accordance with Article 21 (1) GDPR and there are no legitimate
reasons for the processing, or you object to the processing in accordance with Article 21 (2)
GDPR.
The personal data has been processed unlawfully.
The erasure of personal data is required to fulfil a legal obligation under European Union law or a
national law to which we are subject.
The personal data was collected in relation to information society services offered pursuant to
Article 8 (1) GDPR.

d) Right to restriction of processing

You have the right to request the restriction of processing if one of the following conditions is met:

The accuracy of your personal information is contested by you for a period of time that allows us
to verify the accuracy of your personal information.
The processing is unlawful, you refuse the deletion of the personal data and instead require the
restriction of the use of personal data.
We no longer need your personal information for processing purposes, but you need it to assert,
exercise or defend your rights.
You have objected to the processing in accordance with Article 21 (1) GDPR and it is not yet
clear whether our legitimate interests prevail over yours.

e) Rights to object

You have the right to object at any time to the processing of personal data concerning you, which takes
place on the basis of Article 6 (1) lit. e or f GDPR.

In the event of an objection, we will no longer process personal data unless we can demonstrate
compelling legitimate reasons for processing that outweigh your interests, rights and freedoms, or the
processing serves the purpose of asserting, exercising or defending legal claims.

You have the right to object at any time to the processing of your personal data for the purpose of direct
advertising.

f) Right to data portability

You have the right to receive personal data relating to you that has been provided to us in a structured,
common and machine-readable format. You also have the right to transfer this data to another controller
without hindrance by us if the processing is based on the consent pursuant to Article 6 (1) lit. a GDPR or
Article 9 (2) lit. a GDPR or is based on a contract pursuant to Article 6 (1) lit. b GDPR and the processing
is carried out by automated means, unless the processing is necessary for the performance of a task
carried out in the public interest or in the exercise of official authority vested in the controller.

Furthermore, in exercising your right to data transferability under Article 20 (1) GDPR, you have the
right to arrange that your personal data is transmitted directly from one controller to another, where this is
technically feasible and as long as this does not affect the rights and freedoms of others.

g) Right to withdraw consent under data protection law



You have the right to withdraw the consent to the processing of personal data at any time.

h) Right of appeal to the supervisory authority

You have the right to contact a supervisory authority in the Member State of your place of residence or
place of work or the location of the alleged violation at any time if you believe that the processing of
personal data concerning you is contrary to the EU General Data Protection Regulation.

 

8. Statutory or contractual requirement, for the provision of
personal data

necessity for the conclusion of the contract, obligation to provide the personal data, possible
consequences of failure to provide data

The provision of personal data may in part be required by law (e.g. tax regulations) or result from
contractual provisions (e.g. information about the contracting party). Sometimes it may be necessary that
you provide us with personal data, which must subsequently be processed by us, in order to conclude a
contract. For example, you are required to provide us with personal information when we conclude a
contract with you. Failure to provide the personal data would mean that the contract could not be
concluded.

 

9. Existence of automatic decision-making / profiling

We do not use automatic decision-making or profiling.

 

10 up-to-dateness and modification of this privacy policy

This privacy policy is currently valid and has the state May 2018.

The development of our website and offers about or due to changed statutory or regulatory requirements,
it may be necessary to update this privacy policy. The current privacy statement may at any time on the
Web site at

http://www.plockconsulting.com/data-protection.html

be retrieved and printed.

 

Powered by TCPDF (www.tcpdf.org)

http://www.tcpdf.org

